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# Introduction

## Revision history

|  |  |  |  |
| --- | --- | --- | --- |
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| 2006-11-22 | PA1 | First draft version | EGERGFT |
| 2006-12-07 | PA2 | Reviewed | EGERGFT |
| 2011-01-24 | PB1 | IPv6 support added | ESZABRE |

## How to Read this Document

This is the Function Specification for the LDAPasp\_RFC4511 test port. The LDAPasp\_RFC4511 test port is developed for the TTCN-3 Toolset. This document should be read together with Product Revision Information [2].

## Scope

The purpose of this document is to specify the functionality of the LDAPasp\_RFC4511 test port. The document is primarily addressed to the end users of the product. Basic knowledge of TTCN-3, TITAN TTCN-3 Test Executor, LDAP, and SSL protocols is valuable when reading this document.

This document is based on specifications of Lightweight Directory Access Protocol defined by RFC 4511 (see [5]).
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[1] ETSI ES 201 873-1 v.3.1.1 (06/2005)  
The Testing and Test Control Notation version 3. Part 1: Core Language

[2] 109 21-CNL 113 513-1  
LDAPasp\_RFC4511 Test Port for TTCN-3 Toolset with TITAN, Product Revision Information

[3] 198 17-CNL 113 513  
LDAPasp\_RFC4511 Test Port for TTCN-3 Toolset with TITAN, User Guide

[4] 2/198 17-CRL 113 200 Uen  
Programmer’s Technical Reference for the TITAN TTCN-3 Test Executor

[5] RFC 4511  
Lightweight Directory Access Protocol  
<http://ietf.org/rfc/rfc4511.txt>

[6] OpenSSL toolkit   
<http://www.openssl.org>

[7] RFC 2849  
The LDAP Data Interchange Format (LDIF) – Technical Specification  
<http://ietf.org/rfc/rfc2849.txt>

## Abbreviations

IP Internet Protocol

IUT Implementation Under Test

LDAP Lightweight Directory Access Protocol

LDIF LDAP Data Interchange Format

RTE RunTime Environment

TCP Transmission Control Protocol

TTCN-3 Testing and Test Control Notation version 3

SSL Secure Sockets Layer

## Terminology

**Sockets** – The socket is a method for communication between a client program and a server program in a network. A socket is defined as "the endpoint in a connection." Sockets are created and used with a set of programming requests or "function calls" sometimes called the sockets application programming interface (API). The most common socket API is the Berkeley UNIX C language interface for sockets. Sockets can also be used for communication between processes within the same computer.

**OpenSSL** - The OpenSSL Project is a collaborative effort to develop a robust, commercial-grade, full-featured, and open source toolkit implementing the Secure Sockets Layer (SSL v2/v3) and Transport Layer Security (TLS v1) protocols as well as a full-strength general purpose cryptography library. For more information on the OpenSSL project see [6].

# General

The LDAPasp\_RFC4511 Test Port makes possible to execute test suites towards an IUT. The test port allows sending and receiving LDAP messages between the test suite and IUT via a TCP/IP or SSL. It can be used with or without connection ASPs. If used with connection ASPs, the Test Port indicates socket events with sending the appropriate ASP to the test suite, and the connect and listen operations can be initiated from the test suite (for more details see [3]). Without connection ASPs, in client mode only one, in server mode more than one connection can be handled.

The communication between the LDAPasp\_RFC4511 test port and the TITAN RTE is done by using the API functions described in [4]. The LDAP protocol messages are then transferred by the Test Port to the IUT through a network connection.

![](data:image/x-wmf;base64,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)

**Figure 1** Overview

# Function Specification

## Implementation

### Environment

The LDAPasp\_RFC4511 test port makes use of the services provided by the UNIX socket interface. When connecting to an SSL enabled IUT, the connection is secured with the OpenSSL toolkit based on configuration data. The test port can work as a client or as a server.

## Configuration

The configuration of the LDAP test port is done by the TITAN RTE configuration file. The description of the specific parameters can be found in the User’s Guide ([3]).

## Start Procedure

### Connection ASPs

Used with connection ASPs, the connect and listen operations can be initiated from the test suite using the *ASP\_LDAP\_connect* and *ASP\_LDAP\_listen* ASPs accordingly(for more details, see [3])

### Server mode

Upon the TTCN-3 *map()* operation the server creates a TCP socket and starts listening on it. Depending on the transport channel specified in the runtime configuration file, it will accept either TCP or SSL connections. The listening host name and port must be given in the RTE configuration file.

### Client mode

When the Test Port is mapped by TITAN RTE, the client creates a TCP socket and tries to connect to the server. If the transport channel is SSL, the client starts an SSL handshake once the TCP connection is established to the server. If the SSL handshake is successful, the SSL connection is established and the map operation is finished. The host name and port to connect to must be given in the RTE configuration file.

The SSL handshake may fail due to several reasons (e.g. no shared ciphers, verification failure, etc.). For possible causes study [6].

## Sending/Receiving LDAP Messages

### Deviation from the standard LDAP ASN.1 type definition module

#### LDAPString, LDAPOID

Definition in [5]:

LDAPString ::= OCTET STRING

LDAPOID ::= OCTET STRING

Definition in LDAP test port type definition module:

LDAPString ::= [UNIVERSAL 4] UTF8String

LDAPOID ::= [UNIVERSAL 4] UTF8String

Reason for deviation: the variables of type LDAPString and LDAPOID shall contain UTF-8 encoded character string. With this deviation the user gets rid of the need for UTF-8 encoding character strings. By applying a [UNIVERSAL 4] tag the ASN.1 tag of these types is the same as of OCTET STRING.

#### Resolving TTCN-3 name clashes

Some names in [5] are reserved words in TTCN-3. The following names were changed in order to allow usage in TTCN-3:

*Standard name Changed name*

and andField

or orField

not notField

any anyField

type typeField

replace replaceValue

delete deleteValue

add addValue

### LDAP Messages sent/received by the test port to the TTCN-3 test suite

The LDAP test port is able to send/receive the *ASP\_LDAP\_msg* structure. This structure contains an optional client identifier and an LDAP message. The client identifier (which is an integer), in case of handling more than one connection, is used to distinguish the connections (for further details see [3]).

## Logging

The type of information that will be logged can be categorized into two groups. The first one consists of information that shows the flow of the internal execution of the test port, e.g. important events, which function that is currently executing etc. The second group deals with presenting valuable data, e.g. presenting the content of a PDU. The logging printouts will be directed to the RTE log file. The user is able to decide whether logging is to take place or not by setting appropriate configuration data, see [4].

## Error Handling

Erroneous behaviour detected during runtime is directed into the RTE log file. The following two types of messages are taken care of:

* Errors: information about errors detected is provided. If an error occurs the execution of the test case will stop immediately. The test ports will be unmapped.
* Warnings: information about warnings detected is provided. The execution continues after the warning is shown.

## Closing Down

The connection can be shut down performing the *unmap()* operation on the port.

## SSL functionality

The test port can use SSL or TCP as the transport channel. The same version of OpenSSL library must be used as in TITAN.

The protocols SSLv2, SSLv3 and TLSv1 are supported.

### Compilation

The usage of SSL and even the compilation of the SSL related code parts are optional. This is because SSL related code parts cannot be compiled without the OpenSSL installed.

The compilation of SSL related code parts can be disabled by not defining the *AS\_USE\_SSL* macro in the Makefile during the compilation. If the macro is defined in the Makefile, the SSL code parts are compiled to the executable test code. The usage of the SSL then can be enabled/disabled in the runtime configuration file, see [3]. Naturally the test port parameter will be ignored if the *AS\_USE\_SSL* macro is not defined during compilation. For information about the compilation see [3].

### Authentication

The test port provides both server side and client side authentication. When authenticating the other side, a certificate is requested and the own trusted certificate authorities’ list is sent. The received certificate is verified whether it is a valid certificate or not (the public and private keys are matching). No further authentication is performed (e.g. whether hostname is present in the certificate). The verification can be enabled/disabled in the runtime configuration file, see [3].

In server mode the test port will always send its certificate and trusted certificate authorities’ list to its clients. If verification is enabled in the runtime configuration file, the server will request for a client’s certificate. In this case, if the client does not send a valid certificate or does not send a certificate at all, the connection will be refused. If the verification is disabled, the connection will never be refused due to verification failure.

In client mode the test port will send its certificate to the server on the server’s request. If verification is enabled in the runtime configuration file, the client will send its own trusted certificate authorities’ list to the server and will verify the server’s certificate as well. If the server’s certificate is not valid, the SSL connection will not be established. If verification is disabled, the connection will never be refused due to verification failure.

The own certificate(s), the own private key file, the optional password protecting the own private key file and the trusted certificate authorities’ list file can be specified in the runtime configuration file, see [3].

The test port will check the consistency between its own private key and the public key (based on the own certificate) automatically. If the check fails, a warning is issued and execution continues.

### Other features

Both client and server support SSLv2, SSLv3 and TLSv1, however no restriction is possible to use only a subset of these. The used protocol will be selected during the SSL handshake automatically.

The usage of SSL session resumption can be enabled/disabled in the runtime configuration file, see [3].

The allowed ciphering suites can be restricted in the runtime configuration file, see [3].

The SSL rehandshaking requests are accepted and processed, however rehandshaking cannot be initiated from the test port.

### Limitations

* No restriction is possible on the used protocols (e.g. use only SSLv2), it is determined during SSL handshake between the peers.
* SSL rehandshaking cannot be initiated from the test port.
* The own certificate file(s), the own private key file and the trusted certificate authorities’ list file must be in PEM format. Other formats are not supported.

## Deviations from LDAPmsg\_CNL113385 Test Port

LDAPmsg\_CNL113385 Test Port is based on RFC2251, while this Test Port is based on RFC4511. The differences between the two standards can be found in Appendix C. of RFC4511 ([5]). In this section of this document I describe the main changes in the test port interface.

### Used message types

In the LDAPmsg\_CNL113385 Test Port, in case of server mode operation the ASP\_LDAP\_server ASP, in case of client mode operation the LDAPMessage type was used to send and receive LDAP messages. In this test port, in both case, the ASP\_LDAP\_msg ASP is used (see [3]).

### Removed the Binary Option from AttributeDescription

From RFC4511 the binary option was removed. This affected the AttributeValue and AssertionValue structures:

Definitions in LDAPmsg\_CNL113385 Test Port:

AttributeValue ::= CHOICE {  
string UTF8String,  
binary OCTET STRING}

AssertionValue ::= CHOICE {  
string UTF8String,  
binary OCTET STRING}

Definitions in this Test Port:

AttributeValue ::= OCTET STRING

AssertionValue ::= OCTET STRING

### Changed field type in SubstringFilter

Definition in LDAPmsg\_CNL113385 Test Port:

SubstringFilter ::= SEQUENCE {  
typeField AttributeDescription,  
-- at least one must be present  
substrings SEQUENCE OF CHOICE {  
 initial [0] LDAPString,  
 anyField [1] LDAPString,  
 final [2] LDAPString }}

Definition in this Test Port:

SubstringFilter ::= SEQUENCE {  
typeField AttributeDescription,  
-- at least one must be present  
substrings SEQUENCE OF CHOICE {  
 initial [0] AssertionValue,  
 anyField [1] AssertionValue,  
 final [2] AssertionValue }}

## LDIF support

The support contains 3 functions. f\_ImportLDIF is importing data from an LDIF file. f\_PopulateLDAPServer and f\_DepopulateLDAPServer are populating, depopopulating LDAP servers.